Appendix 1.

1. Appsec 2017

Monday, May 8

09:00 Exploiting Websites by using offensive HTML, SVG, CSS and other Browser-Evil
Hands on Web Exploitation with Python
Hands-on Mobile Application Exploitation -i0S & Android  Secure coding in Java

Systematically Breaking and Fixing Single Sign-On

Tuesday, May 9

OWASP Project Summit

09:00 Developer Summit ~ OWASP Project Reviews University Challenge

Automating your own AppSec Pipeline with Docker and Serverless Computing
Hands-on Workshop on Security in DevOps (SecDevOps) v 2.0

Making & Breaking Machine Learning Systems

Smart lockpicking - hands-on exploiting software flaws in loT

Web Application Security Essentials ~ Whiteboard Hacking aka Hands-on Threat Modeling

Wednesday, May 10

08:00 OWASP Project Summit

09:00 OWASP Developer Summit OWASP Project Reviews University Challenge

13:00 OWASP Developer Summit

16:00

17:00 Pre-Conference Reception



Thursday, May 11

09:00 Exhibit
09:15
10:00 Member Lounge

10:20 What is a DevSecOps Engineer? - Helen Beal (UK) _

10:25

10:45 Security and the Self-Contained Unit of Software - Gareth Rushgrove (UK) ‘

11:05

11:35 Bot or Not? - Mitigating Automated Threats to Web Applications

| am not a Robot: Job Security in a DevSecOps World - Elizabeth Lawler (USA)

12:05 Improving the security of Software Defined Infrastructures - Theodoor Scholte (Netherlands) |

12:25 Creating a buzz: Tales of building WordPress Honeypots at Scale



14:55

15:00

15:45

16:15

16:40

17:05

19:.00

An SDLC for the DevSecOps Era - Zane Lackey (USA) |

Lunch

Is Software Eating Security? How disruption has hit Security & how to survive the "tidal forces”.

Requirements Gathering for Successful DevSecOps Pipeline - Hasan Yasar and Aaron Volkmann
(USA)

Integrating Security in Agile Projects - Elena Kravchenko and Efrat Wasserman (Israel) |

Secure DevOps Journey: A How to Guide - Peter Chestna (USA) |

DevSecOps Review: Take Aways from Today's Sessions - Mark Miller and Guests |

ce Dinner




Friday, May 12

08:00

09:00 Exhibit

09:15

10:00 Member Lounge

10:20 The DevSecOps Playbook from a Practitioner’s Perspective - Shannon Lietz (USA) |

10:45 DevSecOps: A Rose by Any Other Name Would Smell Sweeter - Nigel Kersten (USA/UK) |

11:05

11:35 Angular]S+ CSP: A Perfect Match or Unhappy Marriage?

Pushing Left Like a Boss: Application Security Foundations - Tanya Janca (Canada) ‘

12:05 Security In The Land of Microservices - Jack Mannino (USA)

12:25 Increasing web apps security with the power of http headers |




12:40 Don’t Learn, Don't See, Don't Run: Application Security for DevSecOps - Joseph Feiman (USA) |

13:10 Lunch

14:10 How to ensure that no one wants to work with you. Mistakes that all security programs make,

and how to correct them.

Securing the Continuous Integration Process - Irene Michlin (UK) | —

14:40 Monitoring Attack Surface and Integrating Security into DevOps Pipelines - Dan Cornell (USA)

15:00 The Next Generation in Biometrics - ECG _

15:10 DevSec: Continuous Patch and Security Assessment with InSpec - Christoph Hartmann ‘

(Germany)

15:45

16:15 Creating an AppSec Pipeline with Containers in a Week: How We Failed and Succeeded. - Jeroen

Willemsen (Netherlands)

16:40 DevSecOps Roundup: An Overview of the Current State of DevSecOps - Mark Miller and Guests

17:05

17:50



